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Introduction

● Developed edge computing solution to detect rats at sensor 
node

● Stored those results in cloud
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Task Contributors

Initial Hardware Setup ,Testing Ashlesh Mithur, Arpan Kumar

K3S cluster, Sensor Node setup Ashlesh Mithur

ML Model, Training, Sensor Node 
Deployment

Deepak Kumar

API development & DB setup Anish Pokhrel

User Interface development Shobhit Tiwari, Nidhi Nayak

Notification and Alerts Anish Pokhrel, Pushpita Sarkar

Sensor Node and Cluster Integration Deepak Kumar, Ashlesh Mithur

Project Integration Anish Pokhrel, Ashlesh Mithur, Deepak Kumar

Documentation Anish Pokhrel, Ashlesh Mithur, Deepak Kumar, Shobhit Tiwari

Team Organization
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Software Stack
● Communication: Discord

● Notification Service: Slack

● Repository: Git https://github.com/dpk0811/Rat-Detection 

● Scrum Board: Trello https://trello.com/b/9EJAa3ZV/cloud-computing-project

● ML framework: YOLOv7

● Backend Service: REST API based on Spring Boot

● Database: Postgres

● Training data: Scrapped data from internet

● Operating system: Raspberry Pi OS
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Architecture
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Sensor Node

● Raspberry Pi 4 single board computer (SBC) with attached Raspberry Pi
camera module 2

● Used as an edge computing device to detect rats
● Used to build relevant data and send it over to the REST API running on K3S 

cluster
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Machine Learning Model
● Trained a machine learning model using YOLOv7 framework for automatic rat 

detection on the sensor node
● Used Google Colab to train machine learning models as it offers free 

computing resources
● Used 4500+ rat images and their labels to train model
● Splitted whole Dataset in a 70:30% ratio
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K3S Cluster
● Used 4 different Raspberry Pi 3 SBCs’ to setup light weight Kubernetes cluster
● Created K3S cluster with 1 master node and 3 worker nodes
● Memory of each Raspberry Pi 3 ⇒ 32GB (SD Card)
● Flashed 32-bit Raspberry Pi OS manually by using Raspberry Pi Imager v1.7.3.
● Connected to the network via LAN switch.
● Generated token from master, which is used by all agent nodes while creating the 

K3S cluster.
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REST API
● Used to 

○ process, 
○ save, and 
○ retrieve 

detection images 
● Used to trigger notification service upon successful detections
● Technologies used  (Java, Maven, Hibernate, Spring Boot, Docker, Postgres , REST 

API, Slack)
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Slack
● Implemented by integrating Slack WebHook in the REST API
● REST API triggers notification to slack channel on receiving images
● Notification contains details such as 

○ confidence level, 
○ Timestamp, and 
○ number of rats detected
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Web Application
● Fetch data from REST API
● Display data into the website.
● Technologies used  (Python, Flask, Jinja, 

Docker)
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ML model deployment on Sensor Node
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Postgres Deployment on K3S Cluster
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REST API Deployment on K3S Cluster
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Web Application Deployment
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DEMO
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Result
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● Successful live detection of rats at the edge/sensor node
● Dispatch the detected rat image to K3S cluster via the REST API
● REST API processes and saves the image in postgres DB
● Slack notification alerts are sent
● Full details about detection can be seen on the web application
● Detection history also available on the web application



Questions!!
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